### **Mitigating Personal Information exposure on the web**

Due to the vast and instantaneous improvements of technology in today's times (Ramey, 2012), there is also an increasing problem with protecting our information (Chao, Pham & Seregine, n.d.). We aim to evaluate and address how to hinder the unwanted attention and knowledge of our personal information; particularly interested in how companies such as social media outlets and banks handle our information, how we use our data accompanied by the way we handle our online footprint and also the ways in which people can be ‘caught' out by scammers and such.

The worldwide web; first appearance on the internet in 1993 to present day 2018, has gone through numerous changes. Through the invention of social media, most notably Facebook in 2012 (Presse, 2014); and online banking wherein 2006 about 80% of American banks offered online services (Sarreal, 2018); also the development of phishing and scams such as the "419" scam (Campbell, 2008). We will look at the various approaches that have been taken to reduce the risks of letting personal information loose on the world wide web.

#### **Companies: Social Media and Banking Services**

With the world wide web being more prominent than ever in our daily lives, companies have a big presence on the scene (Williams-Grut, 2017). Due to the expanding number of companies switching and adding online services, it comes with problems. The main area of focus that we will look into our online stores, on account of personal banking information and their handling of storage and security. In 2014, Home Depot had a breach on more than ‘56,000,000' credit card details (Roberts, 2017); this particular event parked my interest in looking at how companies deal with data breaches and any possible advice they give to their users.

Recently a Facebook breach had happened in mid-Sept 2018 (Isaac & Frenkel, 2018); Facebook is notorious for rewarding anyone, "without malicious intent"; to hack into their system. In one example, they paid $10,000 USD to a person who hacked into their Instagram services (Forsell, 2016). After looking at one particular source ("Data Protection and how to prevent Data Breaches", 2018), it suggests that there is a need for up-to-date security software, regular risk assessments, encryptions and data backups, staff training and awareness on the matter as well as making sure vendors and partners maintain higher or the same equivalent safety breach protocols as they should.

We're also looking into how banks and any other financial business deal with data breach as well. A notable infamous data breach was in June 2005; possibly the "largest data security breach to date" (Evers, 2005), due to a security breach of a third-party processor of card payment transactions, nearly 40 million card accounts were exposed to potential fraud due to the lack of protocols from CardSystems Solutions (Sahadi, 2005). Due to various discoveries of holding data in unencrypted forms and that their network was accessible to hackers (Dash, 2005), various credit card companies have dropped the company. This was one of the few financial hacks that would be surpassed by many incidents like these.

#### **Personal Security: Measures taken by Yourself**

Various personal information can actually be lost due to a user not taking their own security measures by putting stronger passwords (Sandler, 2018); due to this, California has proposed a law that makes having "weak" passwords illegal in 2020 ("Weak passwords illegal in California from 2020", 2018). Various ideas support making your passwords complicated; like constructing them from a sentence or a "nonsense word". They also support the idea of not using numbers relevant to you, such as your birthday or your address. Also recommended that you should never let your browser remember your passwords either. (Buist, 2014).

As mentioned earlier when looking upon online banking services, we also look at phishing. Phishing is a way of collecting personal information (most particularly banking details) through the means of websites and emails (Fruhlinger, 2018). Notable cases include Hillary Clinton's campaign chair John Podesta gave away his Gmail password in 2016 (Krawchenko, 2016), and when employees at University of Kansas gave away access to their paycheck deposit information, ultimately they lost their pay (Lowry, 2016). There are two main types of Phishing techniques; giving out personal information, and downloading suspicious malware. A good indication that you're being ‘phished', through handing over information, is when the website looks like a ‘knock-off' of the original company and such, same can be said about emails. Prevention of being scammed by phishing emails can come from just checking the email address and any website links for spelling errors, not posting any personal information on social media, checking if you actually use or have accounts with the service company or brand, and even just calling up the actual company from known phone numbers (Fruhlinger, 2018). Various methods can also call for checking on the security of the website by putting in fake passwords, "A legitimate site will not accept the fake, but the phishing site will". And also calling for the aided use of updated antivirus and firewall software to minimize the risk of being scammed ("10 Tips for Phishing Prevention", 2006).

#### **Conclusion**

Having looked at various methods of how the modern world is being scammed online, there are numerous ways to hinder the chances of this happening. Through the means of trusting better companies and partners with your personal data, to making sure you practice not leaving a very open online footprint on the world wide web. At the end of the research, it's proven that the most effective way to not be scammed is to practice habits yourself, for instance checking on the validity of the website or email (checking for spelling errors and putting in fake passwords), having updated software to tackle viruses and malicious websites.

As the world is evolving and the way we use technology is always increasing and renovating, the same approach can be said the same for scams; thus meaning that we will have to keep looking for more ways to not be caught out and not be scammed.
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